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Antwort

der Bundesregierung

auf die Kleine Anfrage der Abgeordneten Gisela Piltz, Dr. Max Stadler, Christian
Ahrendt, weiterer Abgeordneter und der Fraktion der FDP
— Drucksache 16/8939 —

Arbeitnehmerdatenschutz

Vorbemerkung der Fragesteller

Der Deutsche Bundestag hat die Bundesregierung mehrfach aufgefordert, den
Arbeitnehmerdatenschutz zu stirken und fraktionsiibergreifend gemeinsame
Entschliefungen dazu beschlossen (vergleiche z. B. Bundestagsdrucksache
16/4882 — Beschlussempfehlung und Bericht des Innenausschusses zu der Un-
terrichtung durch den Bundesbeauftragten fiir den Datenschutz — 20. Tatig-
keitsbericht, Ziffer 3). Gleichwohl sind gesetzgeberische Aktivitidten der Bun-
desregierung bislang nicht feststellbar.

Das Grundrecht auf informationelle Selbstbestimmung entfaltet im privaten
Bereich eine Drittwirkung, die beachtet werden muss. Die elektronische Ver-
arbeitung von Mitarbeiterdaten spielt eine immer groere Rolle. Zudem zei-
gen die jiingsten Vorfille im Einzelhandel, dass der Einsatz von Spitzeln, De-
tektiven und verdeckten Kameras sowie das Erstellen von Protokollen iiber
private Angelegenheiten kein Einzelfall ist. Aufgrund fehlender Regelungen
zum Arbeitnehmerdatenschutz sind Arbeitgeber und Arbeitnehmer darauf an-
gewiesen, sich an der Rechtsprechung zu orientieren, die stark einzelfallbezo-
gen ist.

1. Wie bewertet die Bundesregierung die bisher bekannt gewordenen Uber-
wachungsmethoden von Kunden und Mitarbeitern im Einzelhandel in daten-
schutz- und arbeitsrechtlicher Hinsicht?

Bei der Erhebung, Verarbeitung und Nutzung personenbezogener Daten von
Kunden haben Unternehmen des Einzelhandels als nicht-6ffentliche Stellen die
Vorschriften des Bundesdatenschutzgesetzes (BDSG) zu beachten, z. B. zur
Beobachtung offentlich zuginglicher Raume mit optisch elektronischen Ein-
richtungen (§ 6b BDSG) und allgemein zur Datenerhebung, -verarbeitung und
-nutzung fiir eigene Zwecke (§ 28 BDSG). Die rechtliche Bewertung der bisher
bekannt gewordenen Uberwachungsfille von Kunden im Einzelhandel ist Auf-
gabe der fiir den Datenschutz im nicht-6ffentlichen Bereich zustdndigen Auf-
sichtsbehorde des jeweiligen Landes.

Die Antwort wurde namens der Bundesregierung mit Schreiben des Bundesministeriums fiir Arbeit und Soziales vom 9. Mai
2008 iibermittelt.

Die Drucksache enthdlt zusdtzlich — in kleinerer Schrifttype — den Fragetext.
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Die heimliche Videoiliberwachung eines Arbeitnehmers am Arbeitsplatz stellt
einen Eingriff in das verfassungsrechtlich geschiitzte allgemeine Personlich-
keitsrecht (Artikel 1 Abs. 1 und Artikel 2 Abs. 1 des Grundgesetzes) dar. Nach
der Rechtsprechung des Bundesarbeitsgerichts kann die heimliche Videoiiber-
wachung eines Arbeitnehmers nur gerechtfertigt sein, wenn tiiberwiegend
schutzwiirdige Interessen des Arbeitgebers sie erfordern. Es muss ein konkreter
Verdacht einer strafbaren Handlung oder einer anderen schweren Verfehlung zu
Lasten des Arbeitgebers bestehen und der Einsatz verdeckter Videokameras
muss die einzige Moglichkeit sein, den Téter zu ermitteln. Bei einer Videoiiber-
wachung offentlich zugénglicher Arbeitsplitze, zu denen auch Verkaufsraume
zihlen konnen, ist nach § 6b BDSG vor der Uberwachung erkennbar zu
machen, dass beobachtet wird und wer beobachtet wird. In Betrieben mit Be-
triebsrat ist das Mitbestimmungsrecht des Betriebsrats nach § 87 Abs. 1 Nr. 6
des Betriebsverfassungsgesetzes (BetrVG) zu beachten (siehe dazu auch Ant-
wort zu den Fragen 2 und 3).

2. Welche Méglichkeiten haben Kunden und Mitarbeiter, sich gegen derartige
Uberwachungsmalnahmen zu wehren?

3. Gehoren hierzu auch Beseitigungs-, Unterlassungs-, Schadenersatz- und
Schmerzensgeldanspriiche, wenn ja, unter welchen Voraussetzungen und
hinsichtlich welcher Fallkonstellationen?

Kunden koénnen sich an die zustidndige Aufsichtsbehérden fiir den Datenschutz
im nicht-6ffentlichen Bereich des Landes wenden, wenn sie der Ansicht sind,
bei der Erhebung, Verarbeitung oder Nutzung ihrer personenbezogenen Daten
durch ein Unternehmen in ihren Rechten verletzt worden zu sein (§ 38 Abs. 1
Satz 8§ BDSG in Verbindung mit § 21 Satz 1 BDSG). Fiigt ein Unternehmen
einem Kunden durch eine unzuldssige oder unrichtige Erhebung, Verarbeitung
oder Nutzung seiner personenbezogenen Daten einen Schaden zu, ist das Un-
ternechmen dem Kunden zum Schadensersatz verpflichtet (§ 7 BDSG).

Ein Arbeitgeber verstofit gegen seine arbeitsvertraglichen Pflichten, wenn er
durch unzulissige UberwachungsmaBnahmen das Persdnlichkeitsrecht eines
Arbeitnehmers verletzt. Bei einem objektiv rechtswidrigen Eingriff kann der Ar-
beitnehmer vom Arbeitgeber entsprechend §§ 12, 862, 1004 des Biirgerlichen
Gesetzbuches (BGB) die Beseitigung der Beeintrdchtigung und bei Wieder-
holungsgefahr die Unterlassung weiterer Eingriffe verlangen. Bei schuldhafter
(d. h. vorsétzlicher oder fahrléssiger) Verletzung des Personlichkeitsrechts durch
den Arbeitgeber hat der Arbeitnehmer dariiber hinaus Anspruch auf Schadens-
ersatz (§§ 280 Abs. 1, 823 Abs. 1 BGB) sowie auf Zahlung eines Schmerzens-
geldes (§§ 280 Abs. 1, 823 Abs. 1 BGB, in Verbindung mit§ 253 BGB). Durch
eine unzuldssige Videoiiberwachung erlangte Beweise diirfen im Prozess (z. B.
bei einer Kiindigung) nicht verwertet werden.

Betriebsrite haben ebenso wie Arbeitgeber die freie Entfaltung der Person-
lichkeit der im Betrieb beschiftigten Arbeitnehmer zu schiitzen (§ 75 Abs. 2
BetrVQ). Daher ist die Einfithrung und Anwendung von technischen Einrich-
tungen, die dazu bestimmt sind, das Verhalten oder die Leistung der Arbeitneh-
mer zu iliberwachen, mitbestimmungspflichtig (§ 87 Abs. 1 Nr. 6 BetrVG).
Durch dieses Mitbestimmungsrecht sollen frithzeitig unzulédssige Eingriffe in
den Personlichkeitsbereich von Arbeitnehmern verhindert werden und der
Schutz des Arbeitnehmers vor anonymen Kontrolleinrichtungen sichergestellt
werden. Fiihrt der Arbeitgeber ohne Zustimmung des Betriebsrats oder eine
entsprechende Entscheidung der Einigungsstelle eine technische Uberwachung
ein, kann der Betriebsrat die Einfiihrung oder Nutzung gerichtlich untersagen
lassen.
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4. Sieht die Bundesregierung bezogen auf den Arbeitnehmerdatenschutz
gesetzgeberischen Handlungsbedarf, wenn ja, in welche Richtung, und ist
noch in dieser Wahlperiode mit der Vorlage eines Gesetzesentwurfs zu
rechnen?

5. Beabsichtigt die Bundesregierung, in einem solchen Gesetzentwurf auch
Regelungen zum Einsatz von Uberwachungskameras am Arbeitsplatz,
besondere Regelungen zur Speicherung von arbeitnehmerbezogenen Daten
und zur Nutzung von E-Mail und Internetdiensten am Arbeitsplatz zu
treffen?

6. Welche weiteren Grundsitze sollten nach Ansicht der Bundesregierung
gesetzlich geregelt werden, und wie begriindet sie ihre diesbeziigliche Auf-
fassung?

Die Bundesregierung hat in der Vergangenheit die Notwendigkeit moderner be-
reichsspezifischer Datenschutzregelungen im Arbeitsverhéltnis anerkannt. Sie
wird — iiber konkrete Einzelfille hinaus — auch kiinftig die arbeitsrechtliche
Flankierung der weiteren technischen Veridnderungen in der Arbeitswelt unter-
stiitzen.

Wichtige Teilaspekte des Arbeitnehmerdatenschutzes sind bereits geregelt. Das
Allgemeine Gleichbehandlungsgesetz (AGQG) schlief3t jede Benachteiligung von
Arbeitnehmern wegen des Geschlechts, der Religion oder Weltanschauung,
einer Behinderung, des Alters, der sexuellen Identitdt, der Rasse oder ethnischen
Herkunft bei der Einstellung sowie bei der Durchfiihrung und der Beendigung
des Arbeitsverhéltnisses aus. Das Benachteiligungsverbot des AGG ist bei der
Zulassigkeit der Erhebung und Verwendung von Arbeitnehmerdaten (Fragerecht
des Arbeitgebers) und bei der Gewdhrung von Leistungen zu beriicksichtigen.

Ein Schwerpunkt des derzeit in Vorbereitung befindlichen Gendiagnostikgeset-
zes werden Regelungen iiber die Erhebung und Verwendung genetischer Daten
im Arbeitsleben sein.

7. Hiélt die Bundesregierung eine Erhéhung des BuBBgeldrahmens im Bundes-
datenschutzgesetz (§ 43 Abs. 3 BDSG) nach den jiingsten Vorféllen im
Einzelhandel fiir erforderlich, und wenn ja, auf welche Hochstsumme
sollte der Rahmen nach Auffassung der Bundesregierung erweitert wer-
den?

Uber die Hohe der zu verhidngenden BuBgelder entscheidet die zustindige Auf-
sichtsbehdrde des Landes. Der Bundesregierung ist bislang kein Fall bekannt
geworden, in dem der bestehende Bullgeldrahmen nicht ausgereicht hat, Ver-
stofe angemessen zu ahnden. Die Bundesregierung sieht daher gegenwirtig
keine Veranlassung zur Erhohung des Bufigeldrahmens im Bundesdatenschutz-
gesetz (§ 43 Abs. 3 BDSG).

8. Welche Vorstellungen hat die Bundesregierung hinsichtlich eines um-
fassenden Informantenschutzes im Arbeitsrecht, und mit welchen Mitteln
mochte sie dieses Ziel umsetzen?

9. Sollte im Biirgerlichen Gesetzbuch nach den Vorstellungen der Bundes-
regierung ein umfassendes Anzeigerecht verankert werden, und wenn ja,
wie soll das konkret aussehen?

Die Verbesserung des Informantenschutzes fiir Arbeitnehmerinnen und Arbeit-
nehmer wird gegenwiértig im politischen Raum erdortert.
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10. Welche Bestrebungen gibt es auf européischer Ebene, den Arbeitnehmer-
datenschutz zu regeln?

Der Bundesregierung sind keine neuen Uberlegungen der EU-Kommission zur
Schaffung eines Gemeinschaftsrahmens fiir den Datenschutz im Arbeitsverhilt-
nis bekannt.

11. Welche Auffassung vertritt die Bundesregierung hinsichtlich der in der
beruflichen Praxis immer hiufiger festzustellenden Ubermittlung polizei-
licher und nachrichtendienstlicher Erkenntnisse an Arbeitgeber zur Uber-
priifung von Bewerbern, Beschiftigten und Fremdpersonal, z. B. Reini-
gungskrifte, auBerhalb gesetzlicher Grundlagen?

12. Sieht die Bundesregierung hierin und in dem Umstand, dass polizeiliche
und nachrichtendienstliche Daten nicht zwingend gesicherte Erkenntnisse
sein miissen, die Gefahr, dass die gesetzgeberische Grundentscheidung
unterlaufen wird, in einem so genannten Fiihrungszeugnis dem Arbeitge-
ber nur ganz bestimmte justizielle Informationen zu einer Person zugédng-
lich zu machen, und wie begriindet sie ihre diesbeziigliche Auffassung?

13. Welche Anforderungen sind nach Auffassung der Bundesregierung an die
Wirksamkeit der Einwilligung des Arbeitnehmers zur Einholung derarti-
ger Auskiinfte zu stellen?

Uber die polizeiliche Praxis in den Lindern liegen der Bundesregierung keine
Erkenntnisse vor.

Es trifft zu, dass Arbeitgeber in der Vergangenheit direkt beim Bundeskriminal-
amt (BKA) um Auskiinfte zu (kiinftigen) Mitarbeitern gebeten haben. Teil-
weise haben Arbeitgeber Mitarbeiter veranlasst, entsprechende Auskiinfte beim
BKA einzuholen. Das BKA hat die erbetenen Auskiinfte jedoch nicht erteilt.
Die Verweigerung der Auskunftserteilung gegeniiber dem Arbeitgeber wurde
auf § 12 Abs. 5 BKAG (Gesetz iiber das Bundeskriminalamt und die Zusam-
menarbeit des Bundes und der Lénder in kriminalpolitischen Angelegenheiten)
in Verbindung mit § 19 BDSG gestiitzt, da das Auskunftsrecht dem Betroffenen
selbst vorbehalten ist. Der Arbeitgeber wurde darauf hingewiesen, dass die
Moglichkeit besteht, sich ein ,,Fiihrungszeugnis® des Mitarbeiters nach § 30
Bundeszentralregistergesetz vorlegen zu lassen. Sofern der betroffene Mitarbei-
ter oder Bewerber selbst die Anfrage gestellt hat und dem BKA Anhaltspunkte
dafiir vorlagen, dass das Auskunftsersuchen zum Zwecke einer ,,Sicherheits-
iiberpriifung® durch den Arbeitgeber gestellt worden war, wurde dem anfragen-
den Mitarbeiter mitgeteilt, dass das hochstpersonliche Auskunftsrecht nach
§ 19 BDSG einen anderen Zweck verfolgt. Fiir den Fall, dass der Mitarbeiter
sein — eigenes — Auskunftsersuchen dennoch aufrecht erhalten wollte, wurde
ihm durch das BKA angeboten, das Ergebnis der datenschutzrechtlichen Uber-
priifung bei seiner Ortlichen Polizeidienststelle zur dortigen miindlichen Eroff-
nung (vgl. § 19 Abs. 1 Satz 4 BDSG) zu hinterlegen.

Das Bundesamt fiir Verfassungsschutz (BfV) libermittelt keine personenbezo-
genen Daten an ,,andere Stellen” auBerhalb gesetzlicher Grundlagen. Gemal
§ 19 Abs. 4 BVerfSchG (Bundesverfassungsschutzgesetz) iibermittelt das Bun-
desamt fiir Verfassungsschutz personenbezogene Daten an ,,andere Stellen® nur
unter den dort genannten Voraussetzungen.

Der Militdrische Abschirmdienst (MAD) iibermittelt personenbezogene Daten
gemil § 11 Abs. 1 MADG (Gesetz iiber den militirischen Abschirmdienst) in
Verbindung mit § 19 Abs. 4 BVerfSchG an anderer Stelle nur, wenn dies zur
Erfiillung der in § 19 Abs. 4 Satz 1 BVerfSchG genannten Zwecke erfolgt. Eine
in der oben angegebenen Anfrage davon abweichende Praxis ist nicht bekannt.
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